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Abstract: How to establish a flexible, robust and smart collaborative working environment of scene perception? How to solve the assertion description based on trust system of identity and the trust problem of role reversal in the circumstances? In order to bridge this gap, a collaborative system framework and a trust mechanism model of trustworthiness factor based on role transformation is proposed. This framework senses the context of entities which affects the trust relationship and transforms them into different input values. In this trust mechanism model, the methods of mutual-trust relationship in grid environment and trustworthiness factor evaluation are adopted to evaluate the trust relationship between the entities. The simulation is compared with Monte Carlo model by changing time and the context of entities. The result indicates the model is effective and feasible.
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INTRODUCTION

With the expansion and increase in applications of IoT (Internet of Things), Context-aware computing architecture of IoT must be able to support the acquisition of real-time environmental information and knowledge representation of the information. Including the realization of semantic interoperability, information fusion, low-layer scene information collaboration and the active service of high-layer information can be recognized. However, tightly-coupled way will result in the complexity of context aware computing (Baldauf et al., 2007). So, there was a based on middleware structure which is a layered structure in context-aware system (De et al., 2012; Gao et al., 2011). It is located between the sensor and the application. This layer to shield the details of underlying sensor operation to upper layer and to provide a unified information access interface, at the same time, the layer down to drive the physical or logical sensor information acquisition. Middleware technology to build the bridge of the application program and the sensor data sources, integrate the modeling of situational information and simplify the development of context-aware applications for IoT, at the same time, enhance the scalability of the system. Context Toolkit (Dey et al., 2001) is a middleware which Georgia Institute of Technology proposes and achieves to support for context-aware applications. In the Context Toolkit architecture, it provides a unified data interface for upper layer application, server and interpreter encapsulates the analysis process of the information process. But Toolkit architecture uses a specific object-oriented information modeling methodology, the lack of scene information sharing, there are some limitations.

Gaia (Roman et al., 2002, Henricksen et al., 2005) provides the ability to reason on the uncertain context-aware computing and support for inference mechanism of Bayes network. Among them, the underlying physical and logical sensor is responsible for the information collection of scenarios. The middle-layer fusion and infer high-layer scene information by accessing information and provide historical context storage services. The scene information of the application layer decides to take the appropriate action. However, a huge number and variety of the underlying sensor can cause transmission problems of Gaia network, it will lead to information gaps and noise data.

In actual research, the thought that context information aware be separated from actual application was initially proposed (Jun-Zhong, 2009) and the middleware framework form was used, the context information by analytical processing was provided outside. Universal concept level generally consists of four parts: context information aware, context information processing, context information management and context information application. The agent-based framework was proposed (Mangalwade and Rao, 2009; Khedr and Karmouch, 2005), each agency play different roles, through mutual coordination, the context information was processed and released. A context-aware
service-oriented platform based on OSGi was presented (Gu et al., 2004) which also is based on the ontology modeling. The whole framework includes context information acquisition, discovery, explanation and visit etc. In addition, the framework’s security, privacy, trust issues and quality of service, also must be considered when the framework of context-aware system was designed.

Trust issues in context-aware computing environment have been the research hotspot of scholars (Ghelawat et al., 2010, Mistry et al., 2009). People in daily life always worried that their information could be easily leaked to others. A widely accepted view is that there is no transitivity relationship of trust. Therefore, in collaborative work, even if twenty-two participants trust each other, there may be two participants in a situation of distrust. Meanwhile, in addition to the issue of trust between participants and participants, the trust between participants and task should also be issues that are needed to be considered.

The above-mentioned middleware based on Context-Aware Computing support for traditional sensor networks, it lacks the collaborative management. As mentioned earlier, several middleware and agent there are limitations in the Internet of Things environments.

This paper provided a new method for the collaboration system high level modeling, evaluation and confirmation of the context-aware computing.

**SYSTEM FRAMEWORK OF CONTEXT-AWARE COLLABORATION**

System framework of context-aware collaboration mission work as the center, intended to provide participants with a shared space collaborative workspace, to be more concerned about plan, division, coordination, state aware and knowledge sharing of collaborative tasks in the design. The concept level of Collaborative work generally consists of three layers: first, the underlying communication layer which determines the whole organizational model of collaborative work systems and gradually shifts from the fixed network to mobile network development. Secondly, the service level or system level, this layer is the core of collaborative work systems, responsible for task management, including planning, division, coordination, etc. The top is the application layer, with humanized human-machine interaction interface for users. Therefore, the following gives application-layer system framework of context-aware collaboration of flexible, robust and intelligent, shown in Fig. 1.

In this context-aware system context-aware goes along modeling by means of ontology, whose benefit is in its convenience for knowledge sharing in different areas and facilitation of the knowledge management. Ontology model supported context-aware and cooperative work needed to solve the following questions:
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• Ontology construction, including computing context, participant context, external physical context, coordination task context and privacy and trust context, etc.
• Context reasoning mechanism (Niu et al., 2011), the upper context information should be obtained by needed reasoning on the underlying information. Typical information such as user location and time can be inferred to obtain the current user activities (home, office work, etc.). In addition, the user’s habits and preferences can be obtained by analyzing the user’s historical data.

Therefore, the following framework has been proposed which deals with data management using ontology and information derivation according to user queries. This paper illustrates how existing techniques can be extended and combined in a logical multilayer framework. Clearly, the actual techniques to be applied for trust mechanism depend on the current context (users’ situation, available services, network and environmental conditions). However, this framework is considered flexible enough to provide effective trust mechanism in most pervasive and mobile computing scenarios. The framework is composed of the following layers.

Collaborative and recommendation: To locate data sources, it keeps the organization hierarchy of local or even global data sources. It firstly checks repository, if failed, then it tries to find information from data repositories according to the query semantics. To keep frequent hit queries and their answers which are in XML or GML format for quick response and further modification? Repositories can be differentiated based on their regions or domains. So, the information in repository is mainly derived from data repositories. Furthermore, repositories also reflect changes of user’s attentions in particular duration.

• Query engine module: To locate the user according to the GPS data, analyze and decompose the query based on the user profile and his/her actual location. It is assumed that every query message is composed of user’s position, user’s profile and user’s request body. In LBS (Location-Based Service), the user’s current location is significant since most of queries have evident region-dependent characteristic. Usually users care about surrounding and objects within the current or neighboring city or region, including real-time monitoring, historical track playback, data analysis, reporting, etc.
• Profile manager: To analyze and define user profiles. The format and domain of user profile should be consistent with the Profile Manager’s specifications. Thus, the Profile manager can provide some hints to the Data Handler by analyzing specific user profiles.

• GIS and YELLOW module/manager: The system supports the basic operation of zoom in, zoom out and distance measuring on map. It also supports multiple ways of yellow page information retrieval of surface features, in line with the actual operation of the various needs of users. After the terminal made a navigation requests to the GIS and YELLOW Manager, the navigation information is formed according to the terminal location and the navigation map by path planning and return to the terminal. It requires minimal changes to starting mobile GIS architecture and minimizes processing requirements on the client side. On the server side, context information is handled separately from the user commands. It is inserted into rules and facts database and analyzed by rule based expert system. Every change in rules and facts database can lead to either insertion of new context information at the higher logical level into database or entering new state. Reaching new state results in picking out profile that most adequately fits new change in user’s context
• Context module: This includes context-aware interface that exchanges context data with the lower layers through encrypted channels using energy-efficient cryptographic protocols. It is assumed that this module is within the trusted domain of the user.

Shared ontology: To organize and manage data from heterogeneous sources using ontology. Each data source has its own local ontology to specify the content of its data. However, they are grouped by the shared ontology. The approach can make it easier to access relevant data sources, as is discussed (Yu et al., 2003).

Adding filter: To evaluate and decide if an answer can be added into TOP Hits Repository. It serves as a mechanism to count the frequency of a query and be responsible for transformation from data’s original format to XML or GML format.

• Shared ontology structure: In order to solve the matching problem between the different ontologies, each data source is described by their own ontology (user ontology, trust ontology, coordination application ontology), as shown in Fig. 2. User ontology is inherited by the shared ontology and expanded. It is used to formalize a description for single/group user context information and personalized data. It is essential that user ontology be introduced to describe user information for the
service query of context aware computing, the trust ontology is based on Gruninger TOVE method (Park et al., 2010) to create trust domain ontology. Dynamic trust property to use deductive reason in the action and behavior, the formal description of the ontology of trust and other attributes in the semantic level. By actual association to capture the trust scenarios, using formal methods solves the collaboration problem. Application ontology is used to describe the coordination and cooperation between the profile, GIS and the context. It can make the data sources of context information more clear. Different services to interoperate, you can use the concept of shared ontology or the use of shared ontologies to establish the concept of collaborative ontology mapping.

Collaboration between the different ontologies in the shared ontology approach is more flexible. An additional advantage is that the new ontology can be added to the structure to make any changes. It does not need the shared ontology or mapping and it supports ontology effectively access and evolution.

User context: User context is responsible for and manage the user’s personal data information (such as personal information, interests and preferences) and privacy policies. Moreover, User context is in charge of fusing context data provided by body-worn mobile terminal and transferring them in an aggregated form to the upper layer on a per-request basis. This layer is deployed on the user’s device which is assumed to be trusted (traditional security issues are not addressed here); communications with the upper layer are performed through encrypted channels.

TRUST MECHANISM MODEL

Because of the scale and openness of context aware computing environment, the traditional identity-based trust system can’t operate effectively. The certificate exchange is used to establish trust relationships. The so-called evidence is the kind of document that used to prove certain facts 0 be true which describes one or more properties of certificate owner that is approved by the certificate issuer, the concrete manifestation is attribute name/value pairs.

However, in context aware environment, the certificate itself has a lot of uncertainty. As the lack of authority recognized by commonality in context aware computing environment and interaction frequently occurs between multiple administrative domains, so that the certificate issued by outside domain can’t be granted full trust. Even if the certificate can be fully trusted, it can’t guarantee that the entity holding the certificate must be in accordance with expectations. Moreover, in a different context, the credibility proof strength of the different certificate holders would differ.

In view of trust issues based on role transformation, this paper puts forward a method for reliability-aware computing through Credential Possessed Trustworthiness Fact and Credential Unpossessed Trustworthiness Factor between entities, so as to establish reliability, flexibility and predictability of the trust relationship in grid environment and to improve and complement the role-based Trust system. Especially for the trust establishment issues in grid cross-realm, autonomy and distributed environment, it provides more realistic situation and more convincing credibility assessment.

Definition 1: Modeling model an autonomous network as a directed graph G(V, E), in which nodes are the entities in the network and links represent trust relations.

Definition 2: A directed link from node i to node j in G, expressed as C(i, j) (0 ≤ C(i, j) ≤ 1), denoted as

\[ V \land V \land \{0, 1\}, C(i, j) = 1 \]

Represents completely positive confidence i has on j and \( C(i, j) = 0 \) represents completely negative confidence. \( C(i, j) = 0.5 \) means total uncertain, so if i and j have no interactions, i.e., (i, j) \( \in \) E, \( C(i, j) \) may set to be 0. Trust relations are asymmetric, so generally \( C(i, j) \neq C(j, i) \).

Throughout, this study, it is assumed that nodes’ opinions are fixed for the sake of analysis. It is defined as that the neighbor set of node i:

\[ N_i = \{ j | (i, j) \in E \} \in V \]  \hspace{1cm} (1)

Definition 3: Credential Possessed Trustworthiness Fact (CPTF) (Kocher, 1998; Ma et al., 2001), expressed as \( \text{H}(i, j) \). It shows the relative degree of credibility that i hold j.
where, \( C(j) \) (0>C(j)>1) means a priori credibility as i did not produce j. \( C(i, j) \) represents the posterior credibility for i hold on j. Since, \( C(i, j) \leq 2C(j) \cdot 0.5 \), the value of \( H(i, j) \) should be between 0 and 1.

**Definition 4**: Credential Unpossessed Trustworthiness Factor (CUTF): expressed as \( M(i, j) \), it shows relative degree as the lack of j reduce credibility of i, as shown in Eq. 3:

\[
M(i, j) = C(i, j - j)(j)/C(j)
\]

Because \( C(i, j) \leq C(j) \), the values of should be between 0 and -1. Obviously, when the value of \( M(i, j) \) becomes lower, the credibility between i and j declines more.

The method is perfection and complement of trust-based system, especially for the trust establishment issues in grid cross-realm, autonomy, distributed environment and it provides a more realistic situation, a more convincing assessment of the credibility.

**SIMULATION AND PERFORMANCE ANALYSIS**

In order to validate the algorithm, we selected a network shown in Fig. 3. The network contains 12 nodes and 12 edges, as shown in Fig. 3, the network has a more obvious level and these nodes are divided into four levels according to the characteristics. The Credential Possessed Trustworthiness Fact (CPTF) value of \( H(i, j) \) and Credential Unpossessed Trustworthiness Factor (CUTF) value of \( M(i, j) \) as shown in Table 1.

**Table 1: The CPTF relationship of the node**

<table>
<thead>
<tr>
<th>Layer</th>
<th>Node</th>
<th>CPTF</th>
<th>CUTF</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>N1, N2, N3</td>
<td>H(N1, N4) (N1, N5), H(N2, N5), H(N3, N6), H(N3, N7)</td>
<td></td>
</tr>
<tr>
<td>2</td>
<td>N4, N5, N6, N7</td>
<td>H(N4, N9) (N4, N8), H(N5, N9) (N5, N10), H(N6, N3) (N7, N10), H(N7, N12)</td>
<td>M(N5, N1), M(N5, N2), M(N7, N3)</td>
</tr>
<tr>
<td>3</td>
<td>N8, N9, N10, N12</td>
<td>H(N9, N4) (N9, N11), H(N10, N11), H(N10, N7), H(N12, N7)</td>
<td>M(N8, N4), M(N10, N5), M(N12, N7)</td>
</tr>
<tr>
<td>4</td>
<td>N11</td>
<td>H(N11, N10)</td>
<td>M(N11, N9)</td>
</tr>
</tbody>
</table>

Finally, using Monte Carlo algorithm, it had been generated seven groups of unbiased data shown in Fig. 3. Its data were 10, 20, 50, 100, 200, 300, 400 and 500. Use these data to examine the impact of the trust mechanism model and collaboration framework performance.

Figure 4 shows that, the elapsed time of executing the two services increases gradually with respect to the number of CPTFs. The increase of the number of CPTFs results in the increase of the number of network I/O events of the backbone network. Thus, it takes more time waiting for the response packets from all CPTFs. The long waiting time can be improved by decreasing the numbers of the interacting CUTFs. For example, we can store all CPTFs nodes’ locations into the trust maintenance server. When a CPTF executes a service of building all group members, it obtains the location context information from the CPTFs maintenance server instead of sending broadcast packets to all other CPTFs. This is consistent with the theoretical analysis of the situation.

This used to simulate multi-node shared ontology collaborative workspace, along the node does not cache data link information which can be seen from Fig. 5, the context-aware collaboration model has a high perceived success rate, even in the case of increase in the amount of data, it can maintain the success rate of 90% or more but it takes a larger network overhead to achieve that.

**Fig. 3**: Experimental network topology

**Fig. 4**: The elapsed time of group services with number of CPTFs

**Fig. 5**: Node perceived success rate
Fig. 6: Correct probability

- **Independency**: The nodes do not collude with each other. It is assumed that their probabilities of isolated identifying whether a node is cooperative or independent.
- **Collaboration**: Nodes know each other. They always support friendly node in collaborative work environment for organization services, activity service, interaction service, scene service and location aware service.

Figure 6 shows the relationship between correct probability and computation time system takes to perform the trustworthiness fact of independent and collaborative nodes. Y-axis represents the graph Correct Probability, the X-axis represents the execution time in seconds.

Through the trust mechanism definition model, especially the issue of autonomy and distributed environments to build collaboration and trust, it provides a more realistic and more convincing proof.

Simulation approach is used to compare two types of nodes. In each simulation, the only difference is the behavior of Independent nodes. In order to verify trust mechanism model, the curve for all collaboration nodes and independent nodes is plotted except for some small random perturbations. The performance of independent nodes does not change with respect to the percentage of nodes in the network.

Surprisingly, the curve of collaboration nodes which use the algorithm for trust mechanism model performs better than the ones for independent nodes. This is because the trust ontology rules have considered credential possessed trustworthiness fact and CUTF. In the independent case, the worst performance is that the some nodes cannot gain trust from good nodes. Then they are much easier to be detected. Because our model rule does not capture such isolated behavior.

**CONCLUSION**

The context aware computing has gained increasing attention because of their wide applications and difficulties of reasoning trust mechanism. In this study, it has been introduced that a new architecture and describe for context-aware collaboration will be useful for context-aware applications. The interactions in such isolation management can only be local. Without the global management and control on the scene perception, a small change in local domain may result in dramatic behavior changes on the whole network collaboration environment. Therefore, it is essential to understand the behavior of such collaboration framework and trust mechanism before conducting any context aware computing management and control. In this work, the context aware computing characteristics have been studied under distributed trust management of context. Our analysis shows extraordinary complexity in terms of the system performance. The analytical results enable us to design the algorithm that can achieve desired performance.

A framework has been presented for providing trust mechanism services in context-aware environments and applications. In addition, it has been explored that through the context aware trust mechanism, an implementation of the Generalized Role-Based Access Control model. Our study is just the first step on the exploration of understanding autonomous networks. The simple local voting is not necessarily the best scheme however, it performs well in certain scenarios.

In the future people will live in a more intelligent environment, based on the shared ontology of context-aware framework is essential. The introduction of the body in the framework of context-aware systems theory, unified semantic description of the build environment and agent between the uses of ontologies for the semantic information of the communication interaction is the focus of our future work. The future research will focus on ontology reasoned technology and trustworthiness evolution of aware computing.
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