




Time: 21: 15: 45 

Time: 21: 15: 45 

User name will be shown after login 

User secret code will be shown over login after login 
 

This will be generated by the server during the time of user registration. If the attacks creates a fake web site for 
this web page he/she will not able to show the appropriate watermarking to the respective user. If the user places 
the cursor at the top of the web page the user name will be displayed. This can be done using session management. 
 

Client system date and time 
After logging in if the user place the cursor over the logo the secret code will be displayed this secret code is user 
dependent and it will be stored in the server database is shown below. 
 

Dear<User Name> 

Time: 21: 15: 45 

Take three key X, Y, Z and assign a character to each of them as X = a, Y = b and Z = c. 

(any character may be assigned) 
Find the ASCII value of X, Y and Z. Add the ASCII value of X to the ASCII value of first 
character that of  Y to second character, Z to third character and   alternatively add the ASCII 
values of  X,Y, Z to consecutive characters. 
Convert each new ASCII 
value in to binary 
Negative the binary value and the end result increases the security. 
Convert the result into decimal values. 
The 
example  
is shown 
below: 

 








